|  |  |
| --- | --- |
| УТВЕРЖДАЮ  Руководитель организации |  |
| И. Фамилия |  |
| «\_\_\_» октября 2022 г. |  |

**А К Т**

**готовности системы информации**

**на объекте информатизации**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(название объекта информатизации)*

Во исполнение требований «Руководящих документов», комиссия, назначенная приказом руководителя организации от « » октября 2022 г. № \_\_\_\_, в составе: председателя комиссии: Иванов И. И., члены комиссии: Петров П. П., Сидоров С. С. провела проверку функционирования системы защиты информации на объекте информатизации кабинета директора в офисе организации (далее – ОИ), установленного в помещении № 120, корпуса А.

В состав ОИ входят:

|  |  |  |
| --- | --- | --- |
| **№ п/п** | **Наименование изделия** | **Заводской номер** |
| **Корпус А, помещение № 120** | | |
| **ПЭВМ № 09173Т310172331 в составе:** | | |
| 1. | Системный блок DEEPCOOL MATREXX 30 [DP-MATX-MATREXX30] | 09173Т310172331 |
| 2. | SSD M.2 накопитель Kingston NV1 [SNVS/250G] | 50026B72532983A |
| 3. | Монитор Acer SA220QBbmix | TSQ161351172 |
| 4. | Клавиатура KB-528 | 5.17932 |
| 5. | Манипулятор «Мышь» OKLICK 205M black | KM165MBKX1C5X07597 |
| 6. | Принтер лазерный Xerox Phaser 7500 | 3436152840 |
| 7. | Сетевой фильтр APC PM5B-RS | 2Z1910P09853 |

Комиссия проверила выполнения организационных мер и функционирование технических и программных средств защиты информации на ОИ: категорирование объекта проведено в соответствии с требованиями «Руководящих документов» (Акт категорирования № \_\_\_ от « » \_\_\_\_\_\_\_\_\_\_\_\_\_ 2022 г.)

Организационно-распорядительная документация на ОИ разработана в полном объеме.

ОИ прошел аттестацию на соответствие требованиям по безопасности информации (Аттестат соответствия № 10/22/08 от 24 октября 2022 г.).

Средства защиты информации (SecretNet Studio) установлены и настроены на ОИ в соответствии с методикой по настройке средств защиты информации от несанкционированного доступа, утвержденной *«начальником …»*. При этом работоспособность ОИ протестирована во всех режимах его функционирования.

Средства антивирусной защиты (антивирус Касперского) установлены. Определен порядок обновления без вирусных сигнатур и защиты информации ОИ от компьютерных вирусов.

На ОИ на основании перечня защищаемых ресурсов (вх. № 888 от « » \_\_\_\_\_\_\_\_ 2022 г.) организована разрешительная система доступа пользователей к защищаемым ресурсами ОИ.

Обязанности по защите информации от несанкционированного доступа выполняются в строгом соответствии с требованиями *«Руководящих документов».*

**ВЫВОД:** Созданная система защиты информации от несанкционированного доступа обеспечивает безопасность обрабатываемой информации во всех структурных элементах и технологических участках объекта информатизации кабинета директора в офисе организации, а также обеспечивает конфиденциальной информации.

Председатель комиссии:

Члены комиссии: